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16  That is, starting from real call detail records, generating the distributions in a 
differentially private fashion, creating synthetic users, and 'moving' these users. 

17 It is also fundamentally incompatible with statistical power, where issues of false 
discovery arise. 

18  See Hirsch (2006) for an investigation of basing privacy regulation on environmental 
law. 

19 Note that this is still infinite loss - and should still incur a fine - because the choice of 
what to publish was made in a non-private fashion. 
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